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Abstract 
Wireless Sensor Networks (WSNs) with their dynamic applications gained a tremendous attention 

of researchers. Constant monitoring of critical situations attracted researchers to utilize WSNs at vast 
platforms. The main focus in WSNs is to enhance network localization as much as one could, for efficient 
and optimal utilization of resources. Different approaches based upon redundancy are proposed for 
optimum functionality. Localization is always related with redundancy of sensor nodes deployed at remote 
areas for constant and fault tolerant monitoring. In this work, we propose a comparison of classic flooding 
and the gossip protocol for homogenous networks which enhances stability and throughput quiet 
significantly. 
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1. Introduction 

Wireless sensor network is a collection of sensor nodes organized into a cooperative 
network [2]. Each sensor node consists of processing capability (one or more microcontroller, 
CPUs or DSP chips), may contain multiple types of memory ( program, data and flash 
memories), have a RF transceiver (either with a omni-directional or directional antenna), have a 
power source (batteries or solar cells), and accommodate various sensors and actuators. The 
node communicate wirelessly and often self-organized after being deployed in an ad hoc 
fashion. WSNs are an infrastructure comprised of sensing (measuring), computing, and 
communication element that give an administrator the ability to instrument, observe, and react 
to event and phenomena in a specified environment. 

 
 

 
 

Figure 1. General model of Wireless Sensor Networks 
 
 
There are four basic components in a sensor network: 
1) An assembly of distributed or localized sensors. 
2) An interconnecting network (usually, but not always, wireless based). 
3) A central point of information clustering. 



                 ISSN: 2089-3272 

 IJEEI Vol. 2, No. 1, March 2014 :  48 – 55 

49 

4) A set of computing resources at the central point (or beyond) to handle data correlation, 
event trending, status querying, and data mining 

 
 
2. Architecture of WSNs 

Wireless sensor networks consist of individual nodes that are able to interact with the 
environment by sensing or controlling physical parameters. These nodes have to collaborate to 
full fill their tasks. The nodes are interlinked together and by using wireless links each node is 
able to communicate and collaborate with each other. The wireless sensor network and the 
classical infrastructure comprises of the standard components like sensor nodes (used as 
source, sink/actuators), gateways, Internet, and satellite link, etc. 
 
 

 
 

Figure 2. Sensor network communication architecture 
 
 
There are many other architecture of wireless sensor network which are shown below. 
 
A. Homogeneous network 

In Homogeneous network sensor nodes or sensor field transmit data to base station. 
This base station forward that data over internet and from internet specific user can access the 
data. This type of. are classified under homogeneous network 
 
B. Heterogeneous  network 

In Heterogeneous network sensor node or senor field transmit data to internet via base 
station and from internet the shared to different user by different means like Wi-Fi, W-Max and 
on any personal network. This type is classified under Heterogeneous network 
 
C. Ad-Hoc network 

In Ad-Hoc network the data transmit from sensor to internet and a server receive that 
data which is shared by N number of user that are wirelessly connected to server. This type is 
classified under Ad-Hoc network 
 
 
3. Protocol in Wireless Sensor Network 

During previous research, many differences have been observed, generally, between 
flat and hierarchical rout- ing protocols and, exactly, between these researched routing 
protocols. In this paper, we choose Gossip- ing as a target protocol to conduct our research and 
some extensions. Firstly a technical glimpse on Gossiping: Gossiping is a data-relay protocol, 
based on a Flooding protocol, and does not need routing tables or topology maintenance [10]. It 
was produced as an enhancement for Flooding and to overcome the drawbacks of Flooding, 
i.e., implosion [11]. In Flooding, a node broadcasts the data to all of its neighbors even if the 
receiving node has just received the same data from another node. The broadcasting will 
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continue until the data is received by the destination [12]. However, in Gossiping, a node 
randomly chooses one of its neighbors to forward the packet to, once the selected neighbor 
node receives the packet it, in turn, chooses another random neighbor and forwards the packet 
to it. This process will continue until the destination or number of hops has been exceeded. As a 
result, only the selected nodes/neighbors will forward the received packet to the sink [13]. Unlike 
Flooding, Gossiping operates well in a one-to-one communication scenario but it does not in a 
one-to-many. 

 
 
4. Message Broadcasting 

Wireless sensor networks (WSNs) consist of sensor nodes that broadcast a message 
within a network [2]. Efficient broadcasting is a key requirement in sensor networks and has 
been a focal point of research over the last few years. There are many challenging tasks in the 
network, including redundancy control and sensor node localization that mainly depend on 
broadcasting. Each sensor node in the network is equipped with the memory, radio frequency 
transceiver, and power source to broadcast wirelessly over a specified protocol. The success of 
wireless sensor networks mainly depend on message forwarding/broadcasting from one node to 
another node [6]. And the efficiency of message broadcast depend on the protocol which are 
used. In this paper we compared redundancy factor of broadcasting protocol that is classic 
flooding protocol and gossip protocol to control redundancy and improve localization in WSNs. 
The proposed results incorporates the benefits of the gossip protocol for optimizing message 
broadcasting within the network over classic flooding. 
 

 
5. Message Broadcast Through Classic Flooding 

Classic flooding is a protocol which is used to broadcast message in WSNs. This 
protocol state that in a wireless sensor networks when nodes are randomly placed and the main 
node get message from system and distribute it to other placed node and there is no set pattern 
of distribution as shown in figure 3. 

 
 

 
 

Figure 3. Classic flooding 
 
 

As we can observe in figure 6 the system is transmitting data to main node (M). This 
main node (M) distribute it over network that is from main node (M) to sub node (N1) or from 
main node (M) to sub node (N2) or to both nodes (N1 & N2). Further sub node (N1) transmit it to 
other nodes in network including sub node (N2) similarly sub node (N2) transmit it to other 
nodes in network including sub node (N1). As observed there is no set pattern of broadcasting 
message that is any node is transmitting to any node this leads to increase in redundancy over 
network. 
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6.  Message Broadcast through Gossip Protocol 
Gossip protocol is a protocol which is used to broadcast message in WSNs [1]. Gossip 

is a probability based protocol. Whenever a sensor node wishes to send a message, it randomly 
selects a neighboring sensor node. On receiving the message for the first time the neighboring 
sensor node keep the track of messages it has already received and repeats this process to 
send message to neighboring node. In gossip protocol every sensor node if receive the same 
message twice, it is discarded. In order to achieve this, each sensor node has to keep the track 
of messages it has already received. Besides this   the gossip protocol also performs tasks to 
help the inter process interaction for information exchange between networks where the sensor 
node failure is quite frequent as shown in figure 4. 

 
 

 
 

Figure 4. Gossip protocol 
 
 

As we can observe that system data to main node (M) now this sensor node (M) has to 
keep the track of messages it received. Now this sensor node (M) randomly selects a 
neighboring sensor node (N1). Upon receiving the message for the first time node (N1) keep 
record of receive message and forward the message to other neighboring node (N2). On 
receiving the message for the first time the sensor node (N2) keep the track of messages it has 
received. If any sensor node receive the same message twice, it is discarded. Thus redundancy 
reduces and message is forwarded efficiently. 
 
 
7. Comparative Analysis 

We have compared the both protocol for total number of event 1 and varied total node 
from 10 to 200. For both protocol the result are shown below. 
Classic Flooding Protocol 
Case A: -Implementation of Classic flooding for total event 1 and total node 10 over width of 
600m and height of 500m 
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Figure 5. Classic flooding for event = 1 and nodes = 10 
 
 
Case B: - Implementation of Classic flooding protocol for total event 1 and total node 200 over 
width of 600m and height of 500m 
 
 

 
 

Figure 6. Classic flooding for event = 1 and nodes = 200 
 
 
Gossip Protocol. 
 
Case A: -Implementation of Gossip protocol for total event 1 and total node 10 over width of 
600m and height of 500m 
 
 

 
 

Figure 7. Gossip protocol for event = 1 and nodes = 10 
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Case B: -Implementation of Gossip protocol for total event 1 and total node 200 over width of 
600m and height of 500m 
 
 

 
 

Figure 8. Gossip Protocol for event = 1 and nodes = 10 
 
 
Graph Analysis of Classic Flooding Protocol and Gossip Protocol for number of event 1 and 
number of nodes 200 
 
 

 
 

Figure 9. Classic Flooding Graph at 200 nodes 
 
 

 
                                        

Figure 10. Gossip Protocol Graph at 200 nodes 
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Analysis of redundant counts receive in both protocol with nodes varying from 10 to 200 is 
shown in Table 1 and Table 2. 
 
 

Table 1. Classic Flooding protocol 

Sense Counts 
Transmit 
Counts 

Receive 
Counts 

Receive 
Redundant 

Counts 
9 9 4 0 

18 19 14 04 
27 29 27 27 
35 38 37 63 
45 48 47 132 
54 58 58 205 
60 69 69 317 
70 79 79 435 
80 89 89 633 
90 99 100 775 
98 109 110 944 

108 119 120 1213 
115 129 130 1412 
124 139 140 1652 
133 149 150 1926 
142 159 160 2176 
152 169 170 2475 
159 179 180 2730 
169 189 190 3062 
177 199 200 3339 

 
 

Table 2. Gossip Protocol 

Sense Counts 
Transmit 
Counts 

Receive 
Counts 

Receive 
Redundant 

Counts 
9 20 3 10 

19 40 17 21 
25 60 26 33 
31 80 31 49 
39 100 43 57 
46 120 46 74 
54 140 52 88 
61 160 60 100 
68 180 70 110 
75 200 81 119 
84 220 90 130 
91 240 99 141 
99 260 102 158 

107 280 113 167 
114 300 122 178 
123 320 122 198 
131 340 129 211 
139 360 144 216 
145 380 152 228 
152 400 158 242 

 
 
8.  Conclusion 

As we can observe redundant count in classic flooding protocol and Gossip Protocol are 
shown below in Table 3 and Table 4. 
 

Table 3. Classic Flooding 

Protocol 
Number Of 

Event 
Number of 

nodes 
Redundancy 

Classic 
Flooding 

1 10 0 

Classic 
Flooding 

1 200 3339 
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Table 4. Gossip Protocol 

Protocol 
Number Of 

Event 
Number of 

nodes 
Redundancy 

Gossip 
Protocol 

1 10 10 

Gossip 
Protocol 

1 200 242 

 
 

When number of nodes are 200in network the redundant counts of classic flooding is 
3339 which is very much greater that redundant counts of gossip flooding which is 242 hence 
gossip flooding is much better than classic flooding because redundancy factor decrease in 
gossip protocol hence message forwarding is more efficiently done using gossip protocol. 
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